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Ustawa z dnia 25 czerwca 2025 r. o krajowym systemie 
certyfikacji cyberbezpieczeństwa  

Wejście w życie ustawy 

Od 28 sierpnia 2025 r. obowiązują przepisy ustawy o krajowym syste-
mie certyfikacji cyberbezpieczeństwa (Dz.U. z 2025 r. poz. 1017), usta-
nawiające nowe ramy prawne dla weryfikacji poziomu bezpieczeń-
stwa produktów, usług i procesów ICT w Polsce. System opiera się na 
dobrowolności, ale oferuje silne narzędzia podniesienia jakości, 
transparentności i konkurencyjności polskich rozwiązań ICT na 
rynku krajowym i europejskim. 

Cel nowej regulacji  

Głównym celem ustawy jest dostosowanie polskiego prawa do rozpo-
rządzenia Parlamentu Europejskiego i Rady (UE) 2019/881 w zakresie 
wsparcia działań Agencji UE ds. Cyberbezpieczeństwa (ENISA) oraz 
wprowadzenia systemu certyfikacji w całej Unii. Ustawa buduje 
spójny krajowy system, uzupełniający europejskie programy certyfi-
kacji, mający na celu podniesienie poziomu odporności systemów in-
formatycznych w sektorze publicznym i prywatnym oraz zwiększenie 
zdolności państwa do zapobiegania i reagowania na cyberzagrożenia. 

Założenia i mechanizmy działania 

Ustawa tworzy krajowy system certyfikacji cyberbezpieczeństwa obej-
mujący kluczowe podmioty: ministra właściwego ds. informatyzacji, 
Polskie Centrum Akredytacji (PCA), jednostki oceniające zgodność, 
dostawców technologii, osoby fizyczne i firmy korzystające z rozwią-
zań ICT. 

Proces certyfikacji jest dobrowolny i odbywa się na podstawie umowy 
pomiędzy dostawcą a jednostką oceniającą zgodność. Ustawa wymie-
nia minimalne wymogi dla takich umów, gwarantując ochronę obu 
stron. 

Skutki wejścia w życie 

Kluczową zmianą jest ułatwienie rozpoznania wysokiej jakości pro-
duktów i usług ICT gwarantujących najwyższy poziom cyberbezpie-
czeństwa, co powinno przełożyć się na ograniczenie strat spowodo-
wanych cyberprzestępczością w sektorze publicznym i prywatnym.  
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Certyfikacja stanie się narzędziem marketingowym firm, budującym 
zaufanie do ich rozwiązań oraz narzędziem wyboru dla zamawiają-
cych, zarówno w obszarze publicznym, jak i prywatnym.  

Długofalowo ustawodawca spodziewa się wzrostu świadomości w za-
kresie cyberbezpieczeństwa na rynku i poprawy bezpieczeństwa cy-
frowego państwa jako całości. 

Podsumowanie 

Ustawa o krajowym systemie certyfikacji cyberbezpieczeństwa to klu-
czowa zmiana – jej zadaniem jest budowanie transparentnych, wiary-
godnych standardów oceny bezpieczeństwa rozwiązań ICT, wzmoc-
nienie ochrony przed cyberzagrożeniami oraz włączenie polskich 
uczestników rynku do europejskiego systemu certyfikacji. Innowacyj-
ność, szeroki zakres i dobrowolny charakter wpływają korzystnie na 
konkurencyjność i bezpieczeństwo cyfrowe kraju.1 

 
1 https://www.prezydent.pl/storage/file/core_fi-
les/2025/7/24/e5c013dab2089b9e53d8db0da0734927/Informacja%20pra-
sowa%20o%20ustawie%20o%20krajowym%20systemie%20certyfikacji%20cyber-
bezpiecze%C5%84stwa.pdf  
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