LEGAL ALERT 10/09/2025

Ustawa z dnia 25 czerwca 2025 1. o krajowym systemie
certyfikacji cyberbezpieczeristwa

Wejscie w zycie ustawy

Od 28 sierpnia 2025 r. obowiazuja przepisy ustawy o krajowym syste-
mie certyfikacji cyberbezpieczenstwa (Dz.U. z 2025 r. poz. 1017), usta-
nawiajace nowe ramy prawne dla weryfikacji poziomu bezpieczen-
stwa produktéw, ustug i proceséw ICT w Polsce. System opiera sie na
dobrowolnosci, ale oferuje silne narzedzia podniesienia jakosci,
transparentnosci i konkurencyjnosci polskich rozwigzan ICT na
rynku krajowym i europejskim.

Cel nowej regulacji

Gléwnym celem ustawy jest dostosowanie polskiego prawa do rozpo-
rzadzenia Parlamentu Europejskiego i Rady (UE) 2019/881 w zakresie
wsparcia dziatann Agencji UE ds. Cyberbezpieczeristwa (ENISA) oraz
wprowadzenia systemu certyfikacji w catej Unii. Ustawa buduje
spojny krajowy system, uzupelniajacy europejskie programy certyfi-
kacji, majacy na celu podniesienie poziomu odpornosci systemow in-
formatycznych w sektorze publicznym i prywatnym oraz zwiekszenie
zdolnosci panstwa do zapobiegania i reagowania na cyberzagrozenia.

Zalozenia i mechanizmy dzialania

Ustawa tworzy krajowy system certyfikacji cyberbezpieczernistwa obej-
mujacy kluczowe podmioty: ministra wlasciwego ds. informatyzacji,
Polskie Centrum Akredytacji (PCA), jednostki oceniajace zgodnosé,
dostawcow technologii, osoby fizyczne i firmy korzystajace z rozwia-
zan ICT.

Proces certyfikacji jest dobrowolny i odbywa sie na podstawie umowy
pomiedzy dostawca a jednostka oceniajaca zgodnos¢. Ustawa wymie-
nia minimalne wymogi dla takich uméw, gwarantujac ochrone obu
stron.

Skutki wejscia w Zycie

Kluczowa zmiang jest ulatwienie rozpoznania wysokiej jakosci pro-
duktéw i ustug ICT gwarantujacych najwyzszy poziom cyberbezpie-
czenistwa, co powinno przetozyé sie na ograniczenie strat spowodo-
wanych cyberprzestepczoscia w sektorze publicznym i prywatnym.
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Certyfikacja stanie sie narzedziem marketingowym firm, budujacym
zaufanie do ich rozwiazan oraz narzedziem wyboru dla zamawiaja-
cych, zaréwno w obszarze publicznym, jak i prywatnym.

Dlugofalowo ustawodawca spodziewa sie wzrostu swiadomosci w za-
kresie cyberbezpieczenstwa na rynku i poprawy bezpieczenstwa cy-
frowego panistwa jako catosci.

Podsumowanie

Ustawa o krajowym systemie certyfikacji cyberbezpieczenstwa to klu-
czowa zmiana - jej zadaniem jest budowanie transparentnych, wiary-
godnych standardéw oceny bezpieczenstwa rozwigzan ICT, wzmoc-
nienie ochrony przed cyberzagrozeniami oraz wilaczenie polskich
uczestnikéw rynku do europejskiego systemu certyfikacji. Innowacyj-
no$¢, szeroki zakres i dobrowolny charakter wplywaja korzystnie na
konkurencyjnos¢ i bezpieczenstwo cyfrowe kraju.!
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